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iCAR Interplay with EMTs

Background What does the No Action Letter do?

On 10 June 2025, the European Banking Authority
(“EBA”) published an opinion on the interplay between [ ANRUIINNCT RN G S DY
PSD2 and MiCAR (“No Action Letter”). The No Action authorisation requirement

Letter has been long-awaited by the sector and seeks
to provide clarity on the (PSD2) licencing requirements
for Crypto-Asset Service Providers (“CASPs”) when
they provide services related to EMTs. In this (e elerl-RloR-[o[e[{-ErR{sl-RIe[TaltNi e REEIVIE
newsflash, we will summarise the key points with the PSR/PSD3 legislative package

addressed by the EBA and their impact on (applicant)
CASPs. > Advise  NCAs  to  de-prioritise

supervision and enforcement

» Explain  the extent  of PSD2
requirements applicable to CASPs

What is the issue?
According to Recitals (90) and (93) of MiCAR, a certain overlap may exist between PSD2 and MiCAR.
This is principally the case in the instance of EMTs, which MiCAR qualifies as electronic money and,
hence, are therefore ‘funds’ for PSD2 purposes. ldentifying that this dual classification might lead to
an (undesired) dual licencing requirement, the Commission in December 2024 requested the EBA to
explore the possibility to issue a No Action Letter. With the current No Action Letter, the EBA
responds to this call to action and addresses the issues identified by the Commission.

What would be a payment service in relation to EMTs? Therefore...
v The transfer of crypto assets, where they: CASPs  providing  payment
. entail EMTs; and services must comply with the
ii. are offered and carried out by CASPs on behalf of requirements under the
their clients. (temporary) regime and are

v The custody and administration of EMTs. principally required to obtain a
v' Additionally, the custodial wallet is a payment account, [T N though

provided it allows for the sending and receiving of EMTs to
and from third parties.
What would not be a payment service in relation to EMTs?
x The exchange of crypto-assets for funds. When CASPs apply for a
x The exchange of crypto-assets for other crypto-assets. PSD2/EMD2 licence, NCAs are
x Additionally, CASPs that intermediate the purchase of any EEUSICIGCICEERCRRNel o IVARNEEE

crypto-assets with EMTs would not require authorisation [EECACIEISCReEIERER SR (ERE= o] AR
under PSD2. proportional application regime.

ultmately after the temporary
ime expires (see below).

Applicable requirements for a CASP licensed under PSD2

CASPs that would be subject to a PSD2 licence requirement should meet the following requirements:

* Own Funds - Once authorized under PSD2, CASPs should cumulatively meet MiCAR and PSD2
own funds requirements. The EBA advises NCAs not to increase, or decrease, the own funds
requirement (via Pillar 2) because of the dual nature of the CASP.

* Consumer Protection — The EBA advises NCAs not to prioritise supervision and enforcement of
some of the PSD2 consumer protection requirements, including: (i) information related to the
(exact) charges payable if unknown to the CASP; (ii) information on maximum execution time of
payment transactions where unknown to the CASP in advance; (iii) the IBAN; and (iv) the SEPA

Regulation.
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https://www.eba.europa.eu/sites/default/files/2024-12/3225040c-5f3d-410f-9156-f06a43231938/Letter%20to%20EBA%20and%20ESMA%20on%20the%20interplay%20between%20MiCA%20and%20PSD2.pdf
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:02012R0260-20240408
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:02012R0260-20240408
https://www.eba.europa.eu/sites/default/files/2025-06/e2958c99-a1b0-4b07-9d31-bcba0a28dbe7/Opinion%20on%20the%20interplay%20between%20PSD2%20and%20MiCA.pdf
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:02015L2366-20250117
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:02023R1114-20240109

Applicable requirements (contd.)

* Strong Customer Authentication (SCA) — CASPs must in principle apply SCA requirements,
though the EBA advises NCAs not to enforce the application of SCA before 2 March 2026.

* Fraud Reporting - CASPs must report fraudulent transactions in line with art. 96(6) PSD2, though
the EBA advises NCAs not to enforce this reporting requirement until 2 March 2026.

» Safeguarding — CASPs must follow the MiCAR safeguarding requirements pursuant to art. 70(1)
MiCAR and principally not those of art. 10 PSD2. The EBA advises that the latter article should not
be prioritized in the enforcement action by the NCAs.

Note: Though NCAs are advised not to enforce SCA until 2 March 2026, the EBA points out that
pursuant to art. 74(2) PSD2, CASPs will continue to bear liability vis-a-vis its customers where it does
not apply SCA. Thus, it is crucial to note that private liability is not affected by the transition
period.

Solution to the current issue

The EBA proposes to ideally use the PSDR/PSD3 legislative package to amend MiCAR. Specifically,
MiCAR should be amended so that the requirements applicable to EMT crypto-asset services that
(also) qualify as payment services comprise a similar level of protection as PSD2 does for ‘regular’
payment services. This would disapply the PSR/PSD3 to CASPs and involve including rules in MiCAR
on: (i) consumer protection; (ii) security of payments; (iii) own funds requirements; (iv) reporting of
payment fraud, and (v) other additional requirements.

If this approach is not deemed feasible, PSR/PSD3 could be (partially) applied to the relevant CASPs.
This would create the (difficult) situation where CASPs would have to apply PSR/PSD3 rules, though
they would not be subject to a PSR/PSD3 authorisation requirement. Effectively, this could
substantially increase the regulatory compliance costs for in-scope CASPs, as they would have to
monitor and apply two regulatory frameworks.

Temporary regime

Up until 2 March 2026, CASPs may continue to operate without a PSD2 authorisation or appropriately
licensed (PSD2) partner. After that date, CASPs will have to apply for a PSD2 licence or ensure that
they are out of scope of such licence requirement and comply with the relevant requirements.
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